Enabling app passwords to send emails

This document outlines how you can enable an app password to send email through the Annapurna
system. This document applies just to Gmail and Google Workspace users.

1. Navigate to https://accounts.google.com/
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2. Goto the Security tab on the right hand side, and scroll down to the ‘How you sign in to
Google’ section.
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3. If‘2-Step Verification is on’the skip to point 6. If it is off, select ‘2-Step Verification’


https://accounts.google.com/

4. You will be taken to another screen, select [Turn on 2-Step Verification]
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5. Ascreen will appear like this once ‘2-Step Verification’ has been turned on
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When signing in you’ll be asked to complete the most secure second step, so

make sure this info is always up to date

6. Navigate back to the main page, in the search bar search for ‘App Passwords’
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7. Enter a name for the App Password and select [Create]

< App passwords

App passwords help you sign in to your Google Account on older apps and
services that don’t support modern security standards.

App passwords are less secure than using up-to-date apps and services
that use modern security standards. Before you create an app password,
you should check to see if your app needs this in order to sign in.

Learn more

You don't have any app passwords.

To create a new app-specific password, type a name for it below...

App name
Annapurna

[ create

account



8. Itwill display the App Password, copy this to your clipboard and click [Done]

Generated app password

Your app password for your device
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How to use it

Go to the settings for your Google Account in the application or device you are
trying to set up. Replace your password with the 16-character password shown
above.

Just like your normal password, this app password grants complete access to
your Google Account. You won't need to remember it, so don’t write it down or

share it with anyone.

9. Navigate to Annapurna, click on ‘7. Invoicing’ and then [Invoices]
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10.The ‘Create Invoices’ screen will appear, select the ‘Configure’ tab
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11. At the bottom of the screen there is a section called ‘Email Settings’ click on the

‘Configure’ link
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12. The ‘Email Configuration’ will appear
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13. Enter the SMTP Settings for Gmail in the relevant fields.

SMTP Server smtp.gmail.com
Port 587
SMTP User Enter your email address
SMTP Password Enter your app password that you copied
TLS Require TLS
Version Default
Sender Email Address Enter your email address




